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Seamless Value Loop: From Registration to Distribution

riok

HIO|E] S5 DEsls
(Register) (Train)

Programmable
Royalty System

Ats =24l 9 g

(Distribution) (Revenue)

g ME| ZEEZLICE

&1 NotebookLM



J|1E ==l olfAl2] 2tA|: Al C|O|E{2] tH

CEELE Pl

Limitations of Standard Hash: Inability to Track Al Transformations

Legacy SHA-256

Proposed Content-based ID
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Phase 1: Content-Based Fingerprinting & Model Watermarking

Data: Perceptual Hash (pHash)

[Hamming Distance Calculation
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AI Model: Trigger-Set Watermarking

P Researcher's Property ﬁ

[Output: “Researcher's Property"
(Intentional Wrong Answer)]

[Input: Cat with Yellow Dot]
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Storage Strategy: Public Verification, Private Access

NFT Metadata

On-chain (Fingerprint, License,

(Blockchain) Storage Location)

Lit Protocol Application
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Phase 2: Permanent Lineage Tracking via Forced Reference

Forced Reference Logic (ZH|X % X)

Parent NFT #1:
Raw Data o ANIE HEZHE X[ H1 Token ID
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Child NFT #2:
Base Model
(Parent)

Child NFT #3:

Fine-tuned App
(Child)
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Integrity Verification & Fraud Defense Mechanism
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Phase 3: Recursive Revenue Settlement System
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Transaction Efficiency: Cost Reduction via Accumulated Distribution
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Integrated Scenario: Asset Creation & Rights Assignment

Upload & Mint

Generating pHash...

Data Provider.

Role: Contributor.
Wallet: OxA1...CE.

- F Upload ]-%
: Uploading...

Done.

?m Royalty: 10% []%

NFT Minted.
Token ID: #1024
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Integrated Scenario: Value Connection & Automated Reward
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Key Evaluation Metrics for System Trust
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Visualization & Monitoring Dashboard for UX

Lineage View

€D Bob (Model Dev)

@ Model NFT
e (1D: 42048)
B Smart Contract

Alice's Data NFT
(ID: #1024)
|

Alice
(Data Provider)

m Smart Contract

Charlie
(User)

Live Settlement Ticker

T ITX-2991] +160 KRW to Alice 4 [TX-2992] to Bob

Fraud Detector

s
Drag Model File Here

Q Analysis Complete: 98% Match with Alice_Data_v1
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Global Standard for Transparent & Fair Al Data Economy

TRUST PROTOCOL
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From Platform Monopoly - To Transparent Ecosystem
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